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What would you do if you lost your research data tomorrow?

Research Data Management isn’t principally about complying with policy - at heart it means helping you to complete your research, share the results, and allow you to get credit for what you have done.¹

The Research Councils UK (RCUK) Common Principles on Data Policy² states that “Publicly funded research data are a public good, produced in the public interest, which should be made openly available with as few restrictions as possible in a timely and responsible manner that does not harm intellectual property” and within its statement on Expectations for Societal and Economic Impact³, there is a clear directive that those who receive funding are expected to "take responsibility for the curation, management and exploitation of data for future use".

This guide is intended as an introduction to managing research data for all researchers, and students, whether or not they receive research body funding. This document is one in a series of managing research data guides which provide detailed guidance relating to specific research funders.

1. Introduction

Managing data is an essential area of responsible research conduct for staff and students. As members of the University, all researchers have individual responsibility for appropriately managing the research data that they create. This document introduces you to the concept of research data and research data management, explains what constitutes research data and how it differs from other types of information. The document is particularly appropriate for postgraduate students and early career researchers who would like to learn more about managing their research data prior to submitting a funding application.

Many funding bodies now require that recipients of funding create plans at the bidding stage for managing their research data, storing and preserving it in the long term and sharing some, or all of that data once the research is completed.

Academic publishers too, are increasingly calling for scientific claims to be underpinned by publically accessible data which can be checked by anyone.

¹ Professor Kevin Schurer, Pro-Vice Chancellor (Research and Enterprise), http://www2.le.ac.uk/services/research-data
² RCUK Common Principles on Data Policy, Research Councils UK (RCUK), http://www.rcuk.ac.uk/research/datapolicy/
2. What is Research Data Management?

"Research data management concerns the organisation of data, from its entry to the research cycle through to the dissemination and archiving of valuable results. It aims to ensure reliable verification of results, and permits new and innovative research built on existing information."\(^4\)

Research Data Management is part of the research process, aims to make the research process as efficient as possible, and meet expectations and requirements of the university, research funders, and legislation\(^5\).

**Key elements of the DCC’s Digital Curation Lifecycle Model\(^6\)**

---


\(^5\) “What is Research Data Management?”, [http://www2.le.ac.uk/services/research-data/rdm/what-is-rdm](http://www2.le.ac.uk/services/research-data/rdm/what-is-rdm)

\(^6\) Digital Curation Centre, [http://www.dcc.ac.uk/resources/curation-lifecycle-model](http://www.dcc.ac.uk/resources/curation-lifecycle-model)
In simple terms research data management concerns how you:

- **Create** data and plan for its use
- **Organise**, structure, and name data
- **Keep** it, make it secure, provide access, store and back it up
- **Find** information resources, and **share** with collaborators and more broadly, publish and get cited

At the University resources specifically in support of Research Data Management (RDM) are signified by this graphic:

---

3. **What is research data?**

Research data is information that is created, manipulated or cited in the course of funded or unfunded research.

Newly created research data is often arranged or formatted in such a way as to make it suitable for communication, interpretation and processing, often by a computer. Advances in technology are transforming research. Although the growth of data has been most apparent in large scale research projects, small projects will also generate important research data.

Defining ‘research data’ in detail is often viewed as challenging however⁷,

- There is not a consensus
- It varies according to discipline
- It varies according to the research funder

Other definitions for example include, "**Research data, unlike other types of information, is collected, observed, or created, for purposes of analysis to produce original research results.**"⁸,

---

⁷ A range of definitions can be found here: “Research Data — Definitions”, [http://www2.le.ac.uk/services/research-data/documents/UoL_ReserchDataDefinitions_20120904.pdf](http://www2.le.ac.uk/services/research-data/documents/UoL_ReserchDataDefinitions_20120904.pdf)

and from a research funding body:

"Research data is defined as recorded factual material commonly retained by and accepted in the scientific community as necessary to validate research findings: although the majority of such data is created in digital format, all research data is included irrespective of the format in which it is created." Engineering and Physical Sciences Research Council (EPSRC)

For the purposes of this document research data shall be regarded as that which is created in a digital form (born digital), converted to a digital form (digitised) or significantly altered within the digital realm, during the course of research activities. Research data does not typically include data generated in the course of personal activities, desktop or mailbox backups, or data produced by non-research activities such as University administration or teaching. The same information may be research data one point in time, but not at another time, depending on whether information is being used for research purposes.

Example: a scanned photographic image of the University Fielding Johnson building in a historical archive is an archived image in an image bank. When used by a researcher to study the history of mental health in Leicestershire, the photographic image becomes research data.

Research data comes in an endless variety of formats and may include any of the following:

- Documents (text, MS Word), and spreadsheets
- Scanned laboratory notebooks, field notebooks, diaries
- Online questionnaires, transcripts or surveys
- Digital audio or video recordings
- Transcribed test responses
- Database contents
- Digital models, algorithms or scripts
- Contents of an application (input, output, log files for analysis software, simulation software, schemas)
- Documented methodologies and workflows
- Records of standard operating procedures and protocols

The following research records may also need to be managed during and after the life of a project but are not generally considered to be research data:

- Correspondence (electronic mail and paper correspondence)
- Grant applications
- Ethics applications
- Research progress reports
- Research publications
- Master lists
- Internal social media communications such as blogs, wikis etc.

---

9 EPSRC, http://www.epsrc.ac.uk/about/standards/researchdata/
10 Note that the EPSRC Policy Framework on Research Data (http://www.epsrc.ac.uk/about/standards/researchdata/) includes an expectation that “research data that is not generated in digital format will be stored in a manner to facilitate it being shared”. 
4. **Why this affects you**

With a range of drivers and benefits there are many reasons to pay attention to RDM – it (and this document) is likely to have relevance to all researchers and students, whether they wish to, or are currently carrying research which is externally funded or not, by Research Councils UK (RCUK)\(^\text{11}\) or non-RCUK bodies.

Researchers and students can personally benefit from good practice in RDM whether it be helping to navigate through required processes, protecting their intellectual property, being able to locate and accurately distinguish between files/datasets, keep them secure and share them with collaborators, or improve the opportunities to collaborate, be published and cited, and to be given the opportunity to carry out more research.

Equally pressures are growing on researchers and institutions with greater oversight of the research process and demands for evidence of research integrity, the principle of data as a public good being a driver. Legislative and regulatory demands in the area of both disclosure (Freedom of information) and confidentiality (the Data Protection Act) present significant demands, as do the range of funding body data policies.

5. **Why manage research data?**

Research data management concerns the organisation and curation of data, from its entry into the research cycle through to the dissemination and archiving of valuable results and the checking of those results by third parties. It also includes activities that ensure research data is ‘fit for purpose’.

In the course of your research you are likely to create a significant amount of data and this can quickly become disorganised, out-of-date, meaningless, or lost.

By actively managing your research data in an appropriate way you will ensure that funding and regulatory requirements are met; transparency and accountability are maintained, data remains accurate, reliable and complete; research data keeps its integrity and research results may be replicated; duplication of effort is kept to a minimum; data security is enhanced and the risk of data loss is minimised. Above all good research data management will enhance the long-term value of your research, allow it to be better shared amongst a wider research community, increasing its visibility and impact.

Your approach to managing research data will be influenced by many issues:

- The risk of data loss
- Non-repeatability of research e.g. weather observational measurements
- The need to repeat work if you can’t make sense of it if it is not documented effectively
- Institutional reputational risk – can you demonstrate research verification/validation/integrity?
- Inclusion of sensitive/confidential data and the demands of the Data Protection Act

---

\(^\text{11}\) RCUK bodies are the AHRC, BBSRC, EPSRC, ESRC, MRC, NERC and STFC.
6. Drivers for managing research data

"There has been a decisive shift towards greater oversight of the research process motivated by the driving principle of data as a public good. This shift is seen in the concerns of policy-makers, and in changes in legislation and its implementation. The needs are being addressed through coordinated action by funders including the UK Research Councils, charities and JISC, with significant responsibilities falling to HEIs and individual researchers."

Research integrity
Data management is a means to assure research integrity. The UK Research Integrity Office (UKRIO) states in its Code of Practice that “Researchers should consider how data will be gathered, analysed and managed, and how and in what form relevant data will eventually be made available to others, at an early stage of the design of the project”.13

The House of Commons Select Committee on Science and Technology concluded in 2011 “...employers must take responsibility for the integrity of their employees’ research”, and called for regulatory oversight to ensure funders and institutions fulfill their responsibilities14.

Legislative change and regulatory compliance
Effective data management can mitigate risks to institutional reputation. Commonly researchers need to balance requirements for disclosure and confidentiality, complying with both the Freedom of Information Act and the Data Protection Act. University-based research now needs to recognise the requirement to provide assurance through the Information Governance Toolkit where NHS patient data is handled15.

---

15 HSCIC IG Toolkit, https://www.igt.hscic.gov.uk/
**Funders’ data policies**
Research Councils UK ‘Common Principles on Data Policy’\(^{16}\) provides an overarching framework for individual research council policies, focusing on:

- Public good
- Planning for preservation
- Discovery
- Confidentiality
- First use
- Recognition
- Public funding

Across Europe, USA and Australia policies have been developed, and this series of guidance documents highlights the requirements of the UK research bodies.

**Research is global and more data intensive**
Funders expect UK research to be international in scope and be based on international collaboration. Research and data management practice need to reflect this, and have access to tools, services, support and appropriate IT infrastructure.

**Institutional responses**
Many UK universities now have Research Data Management policies\(^ {17}\). Responding to drivers including the emphasis on institutional responsibilities e.g. within EPSRC research data expectations\(^ {18}\), and often within the context of Jisc funded Managing Research Data projects, there are developing ‘RDM Support Services’ which address sustainability of RDM improvement.

### 7. Benefits of good data management
The benefits of good data management encompass the researcher, the broader research community, the research institution, funders, and the public.

They include, for example, according to the UK Data Archive\(^ {19}\):

- **Efficiency** – makes research easier
- **Safety** – protect valuable data
- **Quality** – better research data
- **Reputation** – enhances research visibility
- **Compliance** – with ethical codes, data protection laws, journal requirements, funder policies

---

\(^{16}\) RCUK Common Principles on Data Policy, [http://www.rcuk.ac.uk/research/datapolicy/](http://www.rcuk.ac.uk/research/datapolicy/)

\(^{17}\) Example RDM policies, [http://www2.le.ac.uk/services/research-data/rdm/rdmguidance-leicester/RDM-policy](http://www2.le.ac.uk/services/research-data/rdm/rdmguidance-leicester/RDM-policy)

\(^{18}\) EPSRC Policy Framework on Research Data – Expectations, [http://www.epsrc.ac.uk/about/standards/researchdata/expectations/](http://www.epsrc.ac.uk/about/standards/researchdata/expectations/)

By comparison the EPSRC highlight benefits for the research community and public of systematic management and sharing of research data:\(^{20}\):

- Increasing the visibility of research and generating citations, leading to growth of scientific reputation of individual researchers, their research teams and their institutions.
- Reinforcing open scientific inquiry.
- Protecting against use of faulty data by allowing published results to be independently verified, refuted or refined, thus improving the overall quality of research and encouraging diversity of analysis and opinion and helping to resolve scientific disputes.
- Stimulating new approaches to data collection and methods of analysis.
- Increasing awareness of research in related areas leading to more opportunities for collaboration.
- Allowing re-use of data for research not foreseen by the initial investigators – this increases the efficiency of use of public funding by avoiding unnecessary duplication of data collection.
- Permitting the creation of more highly powered data analysis by combining data from multiple sources.
- Facilitating education of new researchers and the wider public.

8. Where to get help and information

Whatever your area of study or research, and however it is to be funded there is support and advice available at the University.

As a signpost to a variety of internal and external resources refer to the University research data website www.le.ac.uk/researchdata. Here specific funder and discipline related information and data management advice is developing alongside general information. It also highlights the range of contacts within the University who offer support relating to the many and varied aspects of data management:

The range of appropriate contacts includes:

- IT Services
- Library
- Research Support Office
- Leicester Learning Institute
- Information Assurance Services
- Enterprise and Business Development

A single point of contact is also available: email researchdata@le.ac.uk at any time and as early as possible in the bid process. This will mean specific queries or general request for assistance can be

\(^{20}\) EPSRC, http://www.epsrc.ac.uk/about/standards/researchdata/
directed to the right place(s). You can also request assistance with development of a data management plan via this email address.

Specific research IT services available include Research File Storage, high performance computing, Wiki, ‘LAMP’ stack (a general purpose, Linux, relational database and web hosting service, based around open source software- Linux, Apache, MySQL and PHP), file transfer (FileDrop) and source code control (Subversion SVN)\(^{21}\).

Internal and external RDM training resources are also included within the University RDM website\(^{22}\).

In addition, specific advice regarding data protection and freedom of information can be accessed via Information Assurance Services\(^{23}\). Reference here should also be made to the University Information Security Policy\(^{24}\) and compulsory staff information security awareness online training\(^{25}\).

### University and external research data management information

<table>
<thead>
<tr>
<th>University Research Data Management Website</th>
<th><a href="http://www.le.ac.uk/researchdata">www.le.ac.uk/researchdata</a></th>
</tr>
</thead>
<tbody>
<tr>
<td>University Research Data Management Support</td>
<td><a href="mailto:researchdata@le.ac.uk">researchdata@le.ac.uk</a></td>
</tr>
<tr>
<td>University Research Data Management Principles</td>
<td><a href="http://www2.le.ac.uk/services/research-data/documents/uol_rdmprinciples">http://www2.le.ac.uk/services/research-data/documents/uol_rdmprinciples</a></td>
</tr>
<tr>
<td>Research Data Management Training</td>
<td><a href="http://www2.le.ac.uk/services/research-data/training">http://www2.le.ac.uk/services/research-data/training</a></td>
</tr>
<tr>
<td>IT Services for researchers</td>
<td><a href="http://www2.le.ac.uk/offices/ithelp/it4/researchers">http://www2.le.ac.uk/offices/ithelp/it4/researchers</a></td>
</tr>
<tr>
<td>University Information Assurance Services – Information Security Policy</td>
<td><a href="http://www2.le.ac.uk/offices/ias/resources/policies/ispolicy">http://www2.le.ac.uk/offices/ias/resources/policies/ispolicy</a></td>
</tr>
<tr>
<td>University staff information security awareness online training</td>
<td><a href="http://www2.le.ac.uk/offices/ias/resources/training/online">http://www2.le.ac.uk/offices/ias/resources/training/online</a></td>
</tr>
<tr>
<td>Jisc Digital Media</td>
<td><a href="http://www.jiscdigitalmedia.ac.uk/">http://www.jiscdigitalmedia.ac.uk/</a></td>
</tr>
</tbody>
</table>

---

\(^{21}\) IT Services, [http://www2.le.ac.uk/offices/ithelp/](http://www2.le.ac.uk/offices/ithelp/)

\(^{22}\) University of Leicester RDM website, [http://www2.le.ac.uk/services/research-data/training](http://www2.le.ac.uk/services/research-data/training)

\(^{23}\) University of Leicester Information Assurance Services, [http://www2.le.ac.uk/offices/ias](http://www2.le.ac.uk/offices/ias)

\(^{24}\) University of Leicester Information Security Policy, [http://www2.le.ac.uk/offices/ias/resources/policies/ispolicy](http://www2.le.ac.uk/offices/ias/resources/policies/ispolicy)

\(^{25}\) University of Leicester Information Security training, [http://www2.le.ac.uk/offices/ias/resources](http://www2.le.ac.uk/offices/ias/resources)
<table>
<thead>
<tr>
<th>Resource</th>
<th>URL</th>
</tr>
</thead>
<tbody>
<tr>
<td>UK Data Archive – Managing and Sharing Data</td>
<td><a href="http://www.data-archive.ac.uk/media/2894/managingsharing.pdf">http://www.data-archive.ac.uk/media/2894/managingsharing.pdf</a></td>
</tr>
<tr>
<td>UK Data Archive Data Management Checklist</td>
<td><a href="http://data-archive.ac.uk/create-manage/planning-for-sharing/data-management-checklist">http://data-archive.ac.uk/create-manage/planning-for-sharing/data-management-checklist</a></td>
</tr>
<tr>
<td>Digital Curation Centre Funder’s Data resource</td>
<td><a href="http://www.dcc.ac.uk/resources/policy-and-legal/overview-funders-data-policies">http://www.dcc.ac.uk/resources/policy-and-legal/overview-funders-data-policies</a></td>
</tr>
<tr>
<td>Digital Curation Centre ‘DMP Online’ tool</td>
<td><a href="https://dmponline.dcc.ac.uk/">https://dmponline.dcc.ac.uk/</a></td>
</tr>
<tr>
<td>Digital Curation Centre DMP Checklist</td>
<td><a href="http://www.dcc.ac.uk/resources/data-management-plans/checklist">http://www.dcc.ac.uk/resources/data-management-plans/checklist</a></td>
</tr>
<tr>
<td>RCUK Joint Electronic Submission System (Je-S)</td>
<td><a href="https://je-s.rcuk.ac.uk/JeS2WebLoginSite/Login.aspx">https://je-s.rcuk.ac.uk/JeS2WebLoginSite/Login.aspx</a></td>
</tr>
</tbody>
</table>

**Research Funder Policies - Research Data Management etc.**

<table>
<thead>
<tr>
<th>Funder</th>
<th>URL</th>
</tr>
</thead>
<tbody>
<tr>
<td>RCUK</td>
<td><a href="http://www.rcuk.ac.uk/research/datapolicy/">http://www.rcuk.ac.uk/research/datapolicy/</a></td>
</tr>
<tr>
<td>AHRC</td>
<td><a href="http://www.ahrc.ac.uk/Funding-Opportunities/Research-funding/RFG/Application-guidance/Pages/Technical-Plan.aspx">http://www.ahrc.ac.uk/Funding-Opportunities/Research-funding/RFG/Application-guidance/Pages/Technical-Plan.aspx</a></td>
</tr>
<tr>
<td>AHRC</td>
<td><a href="http://www.ahrc.ac.uk/SiteCollectionDocuments/Research-Funding-Guide.pdf">http://www.ahrc.ac.uk/SiteCollectionDocuments/Research-Funding-Guide.pdf</a></td>
</tr>
<tr>
<td>BBSRC</td>
<td><a href="http://www.bbsrc.ac.uk/datasharing">http://www.bbsrc.ac.uk/datasharing</a></td>
</tr>
<tr>
<td>EPSRC</td>
<td><a href="http://www.epsrc.ac.uk/about/standards/researchdata">www.epsrc.ac.uk/about/standards/researchdata</a></td>
</tr>
<tr>
<td>ESRC</td>
<td><a href="http://www.esrc.ac.uk/about-esrc/information/data-policy.aspx">http://www.esrc.ac.uk/about-esrc/information/data-policy.aspx</a></td>
</tr>
<tr>
<td>MRC</td>
<td><a href="http://www.mrc.ac.uk/research/research-policy-ethics/data-sharing/data-management-plans/">http://www.mrc.ac.uk/research/research-policy-ethics/data-sharing/data-management-plans/</a></td>
</tr>
<tr>
<td>MRC</td>
<td><a href="http://www.mrc.ac.uk/research/research-policy-ethics/data-sharing/policy/">http://www.mrc.ac.uk/research/research-policy-ethics/data-sharing/policy/</a></td>
</tr>
<tr>
<td>NERC</td>
<td><a href="http://www.nerc.ac.uk/research/sites/data/policy/">http://www.nerc.ac.uk/research/sites/data/policy/</a></td>
</tr>
<tr>
<td>STFC</td>
<td><a href="http://www.stfc.ac.uk/info/scientific-data-policy/">http://www.stfc.ac.uk/info/scientific-data-policy/</a></td>
</tr>
<tr>
<td>STFC</td>
<td><a href="http://www.stfc.ac.uk/1930.aspx">http://www.stfc.ac.uk/1930.aspx</a></td>
</tr>
<tr>
<td>CRUK</td>
<td><a href="http://www.cancerresearchuk.org/prod_consump/groups/cr_common/@fre/@gen/documents/generalcontent/cr_016308.pdf">http://www.cancerresearchuk.org/prod_consump/groups/cr_common/@fre/@gen/documents/generalcontent/cr_016308.pdf</a></td>
</tr>
<tr>
<td>NC3Rs website</td>
<td><a href="http://www.nc3rs.org.uk/">http://www.nc3rs.org.uk/</a></td>
</tr>
<tr>
<td><strong>NIHR Website</strong></td>
<td><a href="http://www.nihr.ac.uk/research/Pages/default.aspx">http://www.nihr.ac.uk/research/Pages/default.aspx</a></td>
</tr>
<tr>
<td>------------------</td>
<td>--------------------------------------------------</td>
</tr>
<tr>
<td><strong>NIHR - Integrated Research Application Service (IRAS)</strong></td>
<td><a href="http://www.hra.nhs.uk/resources/applying-for-reviews/integrated-research-application-system-iras/">http://www.hra.nhs.uk/resources/applying-for-reviews/integrated-research-application-system-iras/</a></td>
</tr>
<tr>
<td><strong>Wellcome Trust</strong> Position on data management and sharing</td>
<td><a href="http://www.wellcome.ac.uk/About-us/Policy/Spotlight-issues/Data-sharing/Data-management-and-sharing/index.htm">http://www.wellcome.ac.uk/About-us/Policy/Spotlight-issues/Data-sharing/Data-management-and-sharing/index.htm</a></td>
</tr>
<tr>
<td><strong>Wellcome Trust</strong> Guidance for researchers: Developing a data management and sharing plan</td>
<td><a href="http://www.wellcome.ac.uk/About-us/Policy/Spotlight-issues/Data-sharing/Guidance-for-researchers/index.htm">http://www.wellcome.ac.uk/About-us/Policy/Spotlight-issues/Data-sharing/Guidance-for-researchers/index.htm</a></td>
</tr>
</tbody>
</table>
Managing research data - an Introduction to practical issues

9. University RDM Principles

The high-level University RDM Principles demonstrate expectations on all sides a

In 2014 the University agreed its RDM Principles\(^{26}\) which act to guide researchers and inform funders of the University approach and provide evidence to researchers of University commitment which can be included within research proposals:

Research data are defined as any material created or collected for the purposes of analysis to generate and validate original research results, irrespective of the format of data. Research data may be digital, paper based or in other forms. Examples of different types of research data include datasets, images, text (such as transcripts of interviews), audio and video recordings, and computer scripts.

Scope

1. These principles apply to all research conducted at the University, regardless of funding source. They do not imply additional compliance where good practice and relevant research funders’ requirements are already being followed.

Research inception and planning

2. Data management planning is an integral, essential and dynamic component of the research process from inception and should include provision for the selective long term custodianship of research data.

3. Research proposals should include all possible recovery of direct costs of research data management where the funder allows this.

During the research: management and storage of data

4. During the research process, data are an asset which needs to be appropriately managed and stored: to meet legislative, funder, information governance and University requirements; to facilitate data security (confidentiality, integrity, availability); to facilitate appropriate access, collaboration and sharing of data and results.

\(^{26}\) RDM Principles, [http://www2.le.ac.uk/services/research-data/documents/uol_rdmprinciples](http://www2.le.ac.uk/services/research-data/documents/uol_rdmprinciples)
5. Data can be actively managed throughout, following and updating the data plan, recognizing that storage and its funding is not infinite, with ongoing decisions regarding retention and destruction.

After the research: retention, sharing, publishing, citation, re-use

6. When the research has been completed, research data (including websites) of long term value, or data required by funders or the University must be selected for retention, then preserved and curated for as long as appropriate.

7. Data retained in these circumstances must be offered to funder or discipline repositories and/or to the UK Web Archive as appropriate. If such repositories are unavailable or unsuitable, data must be stored in a University repository. Data deposited with external repositories or unsuitable for making open access must be registered with the University.

8. There is a presumption of open access to data held in a University or other public repository. However, access may be restricted, subject to a time embargo or not permitted for legal (i.e. intellectual property, data protection, confidentiality, contractual requirements), ethical or commercial reasons.

9. Data should not be deposited with any organisation that does not commit to appropriate access and availability for re-use and exclusive rights to re-use or publish research should not be handed to commercial publishers, unless this is a condition of funding.

10. The re-use or sharing of data that are made available should not be unnecessarily restricted by licences or terms of use.

11. All research outputs must cite data produced and/or used during research as appropriate, detailing access to that data.

Responsibilities

12. Primary accountability for research data management lies with the most senior University researcher associated with the work or project. Responsibility for research data management may be delegated.

13. During the research process, researchers are responsible for adherence to legal requirements such as Data Protection and for the creation of metadata and other documentation that enables data to be discoverable, understandable and re-useable.

14. After the deposit of data with a repository, the repository is responsible for the ongoing management of that data in accordance with legal, technical and other requirements.

15. The University will be responsible for providing a Research Data Management service led by the Library to include training, advice, guidance and data curation.

16. The University will secure sustainable solutions that meet the requirements for long term data storage and re-use as set out in these principles.
10. Data Management Planning

Data Management Planning is increasingly being seen as an integral part of the research process, and an expectation, leading to the implementation of good data practices. A Data Management Plan (DMP) is a formal document that outlines how you will handle your data both during your research, and after the project is completed.

Most major research funders now require submission of either an outline or detailed data management plan (DMP) as part of the research proposal process.

Whether or not there is an external prompt for a Data Management Plan it is recommended that DMPs should be routinely created as part of the research process as a beneficial tool for research management.

Your DMP should be written with two distinct audiences in mind: fellow scientists in your own field and data managers. Avoid generalisations and be concise. Before you write anything, consider the complexity of the data you intend to create and how much long-term value your data is likely to offer to the wider research community.

If the scale, complexity and cost of managing your data are low, your DMP could be less than 500 words long. In the case of population cohorts, genetic and omic data, bio banks and other datasets that are potentially rich resources for the wider community, your DMP is likely to be considerably longer.

Example: if your research will form part of an established population or patient-based study, your DMP will be significantly longer, as it must indicate how you will meet twenty-one additional Medical Research Council (MRC) requirements.

The Digital Curation Centre (DCC) provides the ‘DMP Online’ resource to enable you to create a DMP. This tool has been developed in collaboration with UK Universities including the University of Leicester, where it has been piloted. This, and the related DMP Checklist includes a range of common issues faced by and which should be addressed within research:

28 DCC DMP-Online, https://dmponline.dcc.ac.uk/
• **Data Collection**  
  - What data will you collect or create?  
  - How will the data be created?

• **Documentation and Metadata**  
  - What documentation and metadata will accompany the data?

• **Ethics and Legal Compliance**  
  - How will you manage any ethical issues?  
  - How will you manage copyright and Intellectual Property Rights (IPR) issues?

• **Storage and Backup**  
  - How will the data be stored and backed up?  
  - How will you manage access and security?

• **Selection and Preservation**  
  - Which data are of long-term value and should be shared and/or preserved?  
  - What is the long-term preservation plan for the dataset?

• **Data Sharing**  
  - How will you share the data?  
  - Are any restrictions on data sharing required?

• **Responsibilities and Resources**  
  - Who will be responsible for data management?  
  - What resources will you require to deliver your plan?

• **Relevant policies and procedures (e.g. institutional RDM Policy)**

Reference should also be made to the UK Data Archive Data Management Checklist\(^\text{30}\).

### 11. Ensuring the quality of data

Quality should be considered whenever data is created or altered, for instance at the time of data collection, data entry or digitisation. Funders often ask for information about the procedures you will carry out to ensure data quality is maintained, such as putting time aside to validate data or entering values into pre-prepared databases or templates.

\(^{30}\)UK Data Archive Data Management Checklist, [http://data-archive.ac.uk/create-manage/planning-for-sharing/data-management-checklist](http://data-archive.ac.uk/create-manage/planning-for-sharing/data-management-checklist)
12. Research data format

Some disciplines have well defined guidelines on which file formats to use and how to describe or catalogue a dataset to best support secondary data users. Other disciplines are still developing these. A major barrier to data sharing is the widespread use of non-standard formats or rapidly obsolete commercial formats. Many research funders do not dictate the formats you should use but do ask that you justify your decisions to use certain data formats over others. When selecting a data format to use, your own research needs must come first.

If you find you need to use a non-standard or rarely used format, you should consider converting your data to a more widely re-usable format once your own data analysis is complete.

The re-usable format you select should be as accessible as possible to as many people as possible. In order to make use of any data a number of digital technologies must be available, these are known as technological ‘dependencies’. These may be fairly common technologies such as; a desktop PC, the Windows 7 operating system and Adobe Reader 9 software. Alternatively, the technology required to access data might be rare and hard to acquire or even unique. You should address this challenge as far as it is possible, by minimising the number of unnecessary technological dependencies involved in using your data.

You should also favour ‘open’ technologies rather than proprietary ones whenever possible. Proprietary technologies are owned by a commercial company or group of companies. Commercial pressures may lead to the withdrawal of a particular piece of hard or software and its replacement with a new version. Open technologies are supported by community of users and so do not have the same commercial vulnerabilities.

If you’re unsure which file formats to use the UK Data Archive publish a list of recommended deposit formats. These formats are appropriate for many non-specialised uses.

13. Describing research data - Metadata

Without an accurate description of what a dataset actually consists of, why it was created or collected and what secondary users are permitted to do with it, the value of research data is greatly reduced. Wherever a dataset is made available it should be accompanied by a useful description.

Metadata is ‘data about data’ and is information (or ‘cataloguing information’) that enables data users to find and or use a dataset. A description of a dataset is often kept in a separate, dedicated database or spread sheet, or simply within MS Word document ‘Properties’. As with data formats, some disciplines offer precise guideline on how to describe a dataset while, for other disciplines, no such guidelines yet exist.

In your DMP you should outline plans for documenting your research data to meet both your own needs and those of later users. It is generally best to use established and shared metadata standards, rather than create new ones. This helps with consistency and saves effort.

31 UK Data Archive File Formats Table, [www.data-archive.ac.uk/create-manage/format/formats-table](http://www.data-archive.ac.uk/create-manage/format/formats-table)
Prominent metadata standards include Dublin Core\(^\text{32}\) (Dublin Core Metadata Initiative) which is a set of vocabulary terms used to describe resources for the purposes of discovery. The Data Documentation Initiative\(^\text{33}\) (DDI) is an international standard for describing data from the social, behavioural and economic sciences. DDI uses XML to allow metadata to be encoded in a standardised way, simplifying data sharing and subsequent re-use.

If you find you have to take a pragmatic approach to describing data, it may help to imagine another data user attempting to make sense of your data in your absence, after your project has concluded. If presented with only the data itself the other user may well be faced with the difficult task of ‘unpicking’ it. How will they make sense of your file and folder naming conventions? What extra information would they need to make the maximum use of your data? How were new datasets derived from raw data?

### 14. Data storage, selection, preservation and archive

You should explain where your data will be stored, how it will be organised in the short term and who will back it up.

You need to decide how you will keep your data safe in the short-term before it is deposited in a long-term secure storage facility. This is particularly important if you are conducting field research. As a minimum requirement, try to ensure that at all times at least two copies of the data exist and that every copy can easily be accounted for and located if required. Mobile devices such as laptops, external disc drives and voice recorders should be encrypted. You should plan for data transfer to secure storage as early as possible.

It is recommended that when you create data you store it in the University’s Research File Storage facility (RFS), managed by IT Services. All those with research storage needs are able to register for this service in order to be allocated a storage allocation appropriate to the project\(^\text{34}\).

Researchers are not charged for this service (unless requirements are extremely large), it offers peace of mind (for the researcher and research funder) and reduces researcher IT responsibilities, being managed by IT Services as a secure service, backed-up daily.

If you do not make use of the RFS, your storage provider’s back-up security standards and procedures should be described instead. If you will be working collaboratively with other institutions, make sure that the security and back-up procedures of each data-holding partner are described in your DMP.

Funders commonly also have requirements regarding long-term preservation and archiving, necessitating appropriate selection and discarding of duplicate data etc. There are numerous research data archives, often associated with funders and specific research disciplines e.g. Archaeology Data Service\(^\text{35}\).

\(^\text{32}\) Dublin Core Metadata Initiative, [http://dublincore.org/](http://dublincore.org/)

\(^\text{33}\) Data Documentation Initiative, [www.ddialliance.org/getting-started](http://www.ddialliance.org/getting-started)

\(^\text{34}\) Research File Storage, [http://www2.le.ac.uk/offices/ithelp/services/rfs](http://www2.le.ac.uk/offices/ithelp/services/rfs)

\(^\text{35}\) Archaeology Data Service, [http://archaeologydataservice.ac.uk/](http://archaeologydataservice.ac.uk/)
15. Sharing research and providing long term access to data

Most major funding bodies require non-confidential research data to be not only retained but also actively shared at the end of a funded project. This will either be done via deposit of data into an established national ‘data centre’ (supported by a research funding body), via a discipline-specific data repository (usually supported by a number of different organisations) or via an institutional research data repository.

The option for researchers to provide access directly is also sometimes acceptable to funders. Data may have to be retrained and shared for many years (potentially even in perpetuity) as a condition of funding and during this period the contact details and responsibilities of individual researchers can be expected to change. These factors usually make this option impractical.

Example: The Wellcome Trust maintains a list of major biomedical data repositories that preserve and provide access to research data. Researchers may choose to share their data by depositing it in a repository such as the UK Data Archive\(^36\).

The University requires that all research publications are deposited with the Leicester Research Archive (LRA)\(^37\).

Data must be shared in a timely and responsible manner. The MRC for example recognises that ongoing research contributing to the completion of datasets must not be compromised by premature sharing and analysis, therefore a limited and defined period of exclusive data use is reasonable. Access to data may also be delayed for a short period to allow time for the preparation and filing of patent applications. You should indicate which data cannot be retained and/or shared, and explain why this is necessary.

16. Ethical considerations

All major research funders recognise that some research data cannot be shared as it is particularly sensitive. Most data however, can be shared, at least on part, if certain precautions are taken. Commonly used precautions are data anonymisation, seeking permissions to share data at the time of data collection and restricting access via the need for a signed secondary user agreement.

The immense benefits of sharing data within areas such as medicine and the biological and social sciences are a powerful argument for doing so. Your plans to share research data should reflect your ethical plan, if you have one.

17. Personal information

Issues regarding the management of personal information are particularly pertinent to areas such as health and medical research e.g. with NIHR or MRC funding.

\(^{36}\) UK Data Archive, [www.data-archive.ac.uk](http://www.data-archive.ac.uk)

\(^{37}\) Leicester Research Archive, [http://www2.le.ac.uk/library/for/researchers/publish/open-access](http://www2.le.ac.uk/library/for/researchers/publish/open-access)
Example: NIHR

NIHR (National Institute of Health Research) funding applications involve completion of detailed ‘IRAS’ forms focussing on handling of confidential/sensitive/personal information.

Example: MRC

If your research is part of an established study, data security measures will already be in place and these should be summarised in your DMP. All MRC-funded researchers have a responsibility to ensure that opportunities for data re-use are maximised, within the regulatory requirements of the law. MRC adopts the view that the potential benefits to patients and the public should outweigh identified risks. The MRC’s guide to using Personal Information in Medical Research[^38] states:

> “Principal investigators must take personal responsibility for ensuring (as far as is reasonably practical) that training, procedures, supervision, and data security arrangements are sufficient to prevent unauthorised breaches of confidentiality.”

If you are planning to make use of a data storage facility that complies with a recognised information security standard (such as ISO 27001), explain this in your DMP. If not, describe the main risks to the security of any data relating to human participants and how these risks will be addressed, such as by access control or encryption.

18. Copyright and IPR

Research funders also recognise the challenges faced by researchers who wish to commercially exploit the research data they have created. This is broadly encouraged by funders who typically grant a defined period of ‘exclusive data access’ after a project has ended, during which researchers can exploit any commercial potential the research data may have.

It is generally a requirement of funding that, after this period has ended, research data will be made ‘freely available’ i.e. without charge. At the University advice in this area can be received from the Enterprise and Business Development Office[^39].

19. Re-using existing data

Funders recognise that researchers use existing data in increasingly diverse ways: for instance, by using data linking or meta-analysis. You should identify existing datasets you expect to draw on. If you intend to generate new data, you should also explain why this is necessary.

Research that makes use of existing datasets should meet the same high standards as all research in regards to quality, ethical requirements and value for money. They should also add recognisable value to the original datasets.

[^38]: Personal Information in Medical Research, [http://www.mrc.ac.uk/documents/pdf/personal-information-in-medical-research/](http://www.mrc.ac.uk/documents/pdf/personal-information-in-medical-research/)
[^39]: Enterprise and Business Development Office, [http://www2.le.ac.uk/offices/ebd](http://www2.le.ac.uk/offices/ebd)
If you have previously collected or generated research data of your own which you intend to use as part of new research, you should ensure that your DMP describes procedures for managing both existing and any newly generated data.

20. **Citing research data in research outputs**
From 1 April 2013 all the UK’s Research Funding Councils, as part of RCUK, required research outputs (i.e. journal articles) to provide a means by which third parties can access any underpinning research datasets. This may be a reference (such as a unique URL or DOI) printed in a paper which will lead an enquirer to a specific web page where the data is available. Alternatively the enquirer might be directed to a page which displays the contact details of a custodian of the data and asked to email them in order to gain access to the data.

Given the extended timescales involved in publication, it is strongly recommended that the authors of published academic outputs *do not provide their current contact details* as a means of accessing underpinning research data, as these will change over time. If you plan to use an established data repository service, ask it for a unique reference identifier which could be included in the publication instead.

21. **Roles and responsibilities**
Data management responsibilities should be clearly assigned to named individuals within your DMP. The Principal Investigator (or Research Director for larger studies) is usually responsible for research data sharing. The person responsible for maintaining and updating the DMP (if this is different) should also be named in your DMP.

Support services are in place at the University to help you manage and share your research data (see 8. Where to get help and information) and any such services you plan to use should be mentioned in your DMP to demonstrate the role played by data specialists.

22. **The cost of managing research data**
If any costs are involved in meeting funder data management requirements (for example, the cost of dedicated effort, equipment or software tools for managing, storing or providing access to your data), these should be mentioned in your application. If the costs are substantial, you should differentiate between:

- Costs associated with collecting and/or processing new data
- Your own research on newly acquired and legacy data
- On-going data curation and preservation
- Providing access and data sharing
The Managing Research Data guide series comprises:

- An Introduction to Managing Research Data – For Researchers and Students
- Data Management Planning – AHRC funding applicants
- Data Management Planning – BBSRC funding applicants
- Data Management Planning – EPSRC funding applicants
- Data Management Planning – ESRC funding applicants
- Data Management Planning – MRC funding applicants
- Data Management Planning – NERC funding applicants
- Data Management Planning – STFC funding applicants
- Data Management Planning – Non-RCUK funding applicants

They are part of a range of RDM material produced by the University, all available via www.le.ac.uk/researchdata.